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LEARNING OBJECTIVES:


a.  TERMINAL LEARNING OBJECTIVE:   Provided commander's  guidance, mission and annex K, with the aid of references, supervise the operation of Defense Message Systems (DMS) software and systems. (2591.3.7)


b.  ENABLING LEARNING OBJECTIVES: Per the reference (1), the Senior Course Training Section (SCTS) has recieved permission to omit published ELO"S from its student handouts. SCTS will continue to follow the ISS process in that the Program of Instruction (POI) will be used to determine training requirements, and that all tests administered will follow the

ELO's contained within the appropriate POI. All material within the lessons will continue to support the POI and ITS

REFERENCES:

1. Message Dissemination Subsystem (MDS Multiple PLA Edition

   With Profiler & E-Mail Link Version 4.1/System Administrators

   Guide dated January 1998.

2. Command Training Specialist memorandum dated 18 Dec 91

OUTLINE
I  SYSTEM OVERVIEW:

   A.
System Summary 


MDS (Message Dissemination System) and MDU (Message Dissemination Utility) have been combined into one product as of Release 3.0.  When MD is installed, it can be configured for a Local Area Network (LAN) file server or a Stand Alone PC.  Many of the functions are the same for either type of installation.  However, there are some functions that are only applicable to a LAN installation and some that are only applicable for a Stand Alone installation.  Any function that is not applicable to both types of installations will be clearly identified.


The primary function of MD Multiple PLA Edition with Profiler and E-Mail Link is the automatic dissemination of Organizational Automatic Digital Network (AUTODIN) messages to various offices as MD Users or E-Mail Addressees.  E-Mail link is only applicable to a LAN installation.  This automatic dissemination is based on the Office Code Distribution provided by the Local Digital Message Exchange (LDMX)/Naval Communications Processing and Routing Subsystem (NAVCOMPARS), the Originator of the message in the form of Office Codes assigned to Plain Language Addresses (PLAs) in the heading of a message, and/or Profiles.  Messages are made available to MD for processing either electronically via a GateGuard System or on diskette produced by a GateGuard, Personal Computer Message Terminal (PCMT), or other systems using the standard message diskette format, MIL-STD-1832.


During the MD Dissemination process, messages are individually inspected for System critical information, including:

                    Security Classification

                    Precedence

                    Date-Time-Group (DTG)

                    Originator

                    Addressee

                    Addressee status (Action/Info)

                    Subject

                    Action/Cognizant Office Codes


Using the Office Codes and/or Profiles found in a message, MD generates a Distribution List.  This new Distribution List can be identical to that found in the message or expanded in accordance with the MD routing Database.  A record of each message is created from the information MD collects while inspecting the messages.  For each message, if all the critical information is valid and a Distribution established, the message record is copied to Databases "owned" by the Action Officer in the message Distribution List.  These Databases are used by the Action Officer and System Administrators to access their messages.


During this data collection process, if a Sectioned message is encountered, MD will store away that Section for future collation until all the Sections of that message have been received.  However, if an MD installation elects to have their messages collated by some other means, then the system configuration screen should state that MD message collation is disabled.    


When critical information is invalid in a message, or a

Distribution can not be determined, the message is held for manual review and dissemination by the System Administrator.  The System Administrator has the option to manually route the message, print, or delete it from the Manual message Queue if it is determined that the message did not really belong to the Code or Directorate.

1.  Terms and Abbreviations

a.  System Administrator - System Administrators, hereafter referred to as you, are personnel who have an in-depth knowledge of the Organizational missions so that they may assign message traffic to appropriate individuals for Action or Information.  They will be responsible for running the Automatic Dissemination system, and manually deciding the Distribution of messages that cannot be disseminated automatically.


System Administrators are responsible for maintaining the Databases in MD for each Code and Directorate.  It is recommended that at least two System Administrators for each Code and Directorate are established.


b.  End User - End Users are those personnel who are Action Officers responsible for the initial receipt of message traffic for a particular Office Code.  Besides viewing the messages assigned to their office, they can output to a printer or diskette for further dissemination to other Office Codes, or perform an "Add-Route" to send messages to other Office Codes in their Code or Directorate.


c.  Purge - Are messages that have exceeded the maximum "life span", normally set to 30 days, or that have been "deleted" by you and do not appear in any of the active message queues, but are still available on the Hard Disk.  To free up disk space for new messages, these expired or deleted messages must be purged from the MD Databases to physically remove them.


d.  Delete - This term has three meanings, depending on which Menu you are operating in.


(1)  Section Message Menu - When you are viewing messages in the Section Message Queue, you have the option to delete messages.  In effect, you are only removing the queue entry from the screen and the message is still physically available on the disk.  Messages that have been deleted from the Section message Queue, but not yet purged can be recalled to the Section message List.


(2)  View All Messages - When you are viewing messages that have been automatically disseminated, you have the option to "delete" messages from this Queue.  However, when the "Delete" function is selected it has the same effect as the Purge message function explained earlier.  The messages are physically removed from the disk.


(3)  End User - In the "View Your Messages" Menu or when logged on as an End User, the delete function only removes the message from your Databases.  The message is still available to you and all other Office Codes to which it had been routed.  The Audit Trail for the message will reflect this deletion. 

2.  Security

MD operates at a 'system high' Security level.  This means that when MD reads message data in from a diskette or receives messages electronically from GateGuard, the LAN or PC that MD resides on becomes classified at the highest Security level of those messages being read.  A System Administrator/User must enter a personal Password to execute MD and manipulate messages.

3.  Alternate Modes of Operation.

In the case of a power outage or hardware malfunction, messages can be delivered on diskette via the GateGuard, PCMT, or some alternate GateGuard or PCMT System once it has been installed.  Any ASCII text editor can be used to view and print hard copies.  The diskettes are specially formatted in accordance with MIL-STD-1832, but each message is stored as a standard ASCII MS-DOS file.  Most all MS-DOS word processors, e.g. WordPerfect, are capable of reading and writing ASCII files.

4.  Hardware.

MD Version 4.1 for Windows is designed to function properly on most IBM compatible 386 or higher Personal Computers (PCs).  The minimum configuration requirements for MD Version 4.1 for Windows is 12 megabytes of available RAM and a high capacity Hard Disk drive.  If installed on a LAN, MD and all of its sub-directories should reside on the file server as an application available to each User on the LAN that receives Organizational message traffic.  MD is compatible with networks such as Novell, Windows NT, 3COM, LAN Manager, and Banyan Vines.  For systems that will be processing classified messages, each Code and Directorate is responsible for following the proper ADP Security procedures.  


  MD is designed around the FoxPro database compiler and will utilize all the RAM that it can find.  For this reason, even though MD will run in a 640K PC with several small Terminate and Stay Resident (TSR) programs loaded, it is advisable to provide as much RAM and have as few TSRs loaded as feasible in order to increase the processing speed of the system.  The best performance can be obtained running MD as a Stand Alone module without a shell program or other TSRs loaded.  

5.  Software.

a.  Microsoft Windows 3.0 or higher.


b.  MS-DOS Version 3.21 or higher operating system.


c.  MD software is distributed by NAVCOMTELSTAWASHDC.

6.  Performance Considerations.
Several issues come into play when considering performance of the MD system. These issues include processor speed of the computer being used as the dissemination PC, the number of tasks being run on the dissemination PC, the amount of memory installed in the PC, the type of network card installed in the PC, the type and speed of the network backbone, the type of e-mail system being used, and the type and speed of the file server. It is recognized that you will not have control over many of these issues. However, an understanding of the issues and the impact that each one has will assist you in optimizing your system so that you can provide the best service possible to your users. The following  paragraphs are not stipulating system requirements. Rather, they are provided as information on how things work together in a network environment.

 a.  Dissemination PC - A general rule of thumb for selecting the PC used for disseminating your message traffic is "the faster the processor, the better the performance". A computer containing a 75 MHz Pentium processor is significantly faster than one with a 75 MHz Intel 486 processor. A Pentium processor that supports the multimedia extensions (MMX) is faster than a Pentium processor of equal speed without MMX support. If your command only receives a few messages each day, then a slower processor is acceptable. However, if your command receives a large number of messages each day, and the MD dissemination PC is used primarily for processing your message traffic, then you should use the fastest PC available.

 b.  PC memory - As stated in paragraph above, the Windows version of MD requires at least 12 MB of memory. You can significantly improve your performance by adding additional memory in the PC. If you are entering your messages into the MD via an electrically connected GateGuard, then you must run a program (Kermit) in your dissemination PC that allows the GateGuard and MD computers to talk to each other. If you're using a fast PC (such as a 150 MHz or faster Pentium) then you must run the Kermit program in its own memory space (or window). Also, if you are interfacing to an e-mail program such as Microsoft Exchange then you will need to have enough memory for Microsoft Exchange to also run in its own memory space. As you can see, it is not uncommon to have three separate programs running simultaneously in the computer. Optimum performance will be realized if you have 32 MB or more of memory in your PC. (Do not confuse this with system requirements. Additional memory in the PC only serves to optimize performance of the PC).

 c.  Network card - The network card that you have in your PC will significantly improve or decrease the performance of the PC on the network. One of the primary considerations is whether you are using an 8, 16, or 32-bit network card. Obviously, a 32-bit network card will provide significantly better performance then an 8-bit card.

 d.  Network backbone - This is usually an area that you have no control over. It is mentioned here solely for the purpose of helping you understand that the type and speed of the network backbone can also dramatically affect performance.

 e.  Type of e-mail system - The type of e-mail system that you use at your command can be a consideration in overall message delivery performance. Some e-mail systems require more memory for the import process to function than other e-mail systems. For example, cc:Mail version 4 requires much less memory then cc:Mail version 6. Also, some e-mail systems operate faster than others. For example, the 16-bit Microsoft Exchange import process operates faster then the 32-bit Microsoft Exchange import process (this is because the 32-bit import does more processing on the message then the 16-bit import). (The 16-bit Microsoft Exchange import process is selected if you choose "MS-Exchange" as your mail link within MD. The 32-bit Microsoft Exchange import process is selected if you choose "MS-Exchange w/Forms" as your mail link within MD). Regardless of what your e-mail system is, you can optimize delivery of your messages by paying attention to items a. through c. above.

 f.  File server - The type and speed of the processor used in your file server directly impacts the performance of the network. MD keeps its data files on the server. This means the MD relies heavily upon server services. If you encounter long delays in accessing your data or receive time-out errors while accessing your data then you should contact your network administrator.

B.  INSTALLING MD
    1.  Pre-Installation Considerations.

Users can log onto MD as either a System Administrator or an End User.  The System Administrator is the person who is responsible for the initial Distribution to the various Offices. The System Administrator has all of the software logic necessary to analyze each message and build the necessary Mailbox Queues for MD Users.  MD will also accumulate and collate Section messages into a single message prior to dissemination.  The End User can only view, copy, delete, add-route to another user, and attach a Tasking Note to messages that have already been disseminated to their account by the System Administrator.  The following information should be gathered prior to installing MD.


a. System Administrators - A System Administrator and alternates have been appointed to manage the MD Databases and to initiate Automatic and Manual Dissemination for all Codes and Directorates.


b.  Login Names - Each person loading and running MD as a System Administrator needs to determine their LOGIN name (maximum of 8 alphanumeric characters).  There must be at least one name associated with each Office Code to receive dissemination.


c.   Office Codes - Determine all Office Codes for whom your Code or Directorate will be disseminating message traffic (maximum of 12 alphanumeric characters each).


d.  Route Chain - For each Office Code defined in the Database, a Route Chain of other Offices can be assigned.  For example, if a department head wants to see every message received by one of their divisions, then each division would have the department Office Code as part of the division's Route Chain.


e.  Profile Route - Besides Office Codes, MD can route messages based on message narrative Keyword/Phrases, or PLA, AIG, or Routing Indicator in the FROM/TO/INFO lines.  This is useful when there are no Office Codes assigned in the TO/INFO lines, because the message was addressed using an Address Indicator Group (AIG) (e.g. AIG 00081) or Collective Address Designator (CAD) (e.g. NAVOP). 

f.   Shotgun Route - If MD cannot find any valid information in a message to disseminate on, then the message will be queued for manual routing by you.  However, if you want someone else in the Command to manually route these messages, such as a secretary, then a "shotgun" route can be established for this purpose.


g.  Command Plain Language Address (PLA) - Determine the Command's PLA.  The Command title (which can be a maximum of 55 alphanumeric characters) must match exactly the PLA in the messages or the message will not be automatically disseminated.


h.   Command Guard List - Determine which AIGs, CADs, CAGs, TAGs will be used to construct the Command Guard Lists.


i.  Drive and Path - For new MD installations, you must determine the logical disk drive and sub-directory where MD will reside.  For Codes and Directorates that currently have MD, the logical disk drive and path will remain the same. 


j.  E-Mail Parameters - Md currently interfaces with a variety of commercial e-mail packages, each of which will require unique configuration settings. 


k.   Printer Configuration - MD uses standard default ASCII Codes for printing messages.  However, most printers have a configuration setting to turn-on or turn-off an automatic line feed (LF) when a carriage return (CR) is received.  This setting must be turned off to allow MD to send the LF Code.


l.   GateGuard Interface - MD has the Kermit file transfer protocol built-in.  There is no need to use a separate Commercial-Off-The-Shelf (COTS) telecommunications software package.  The physical interface from the GateGuard PC's COM port should be to the LAN workstation that you will perform most of your duties from.  This connection must be accomplished using a modified RS-232 (null modem) cable.  

    2.  Installation Materials.

The following is a list of items that may be included in the MD 

     installation package:


a.  Seven diskettes for installations with 5.25" 360K diskette drives


b.  Three diskettes for installations with 3.5" 1.44M diskette drives


c.  This MD System Administrator/User Reference Handbook


d.  MD Anomaly List


e.  MD Modification List


f.  PIF Files Reference List.

    3.  Installation Considerations.
If you are upgrading from a previous version of MDS or MDU, it is recommended that the files in both the DATA and PRG subdirectories be copied to temporary directories or that a tape backup be run as a safety precaution in the event of an unexpected occurrence during this process (e.g. power outage).  

If you are upgrading your MDS system, it is recommended that you write down the E-Mail parameters prior to running the upgrade.

If you are upgrading from a previous version of MDS, you must generate a new SETUPREC.INI file.  This is accomplished by loading MDS, logging in as a Level 1 System Administrator, going to the System Configuration Parameters under System Maintenance and then saving the System Configuration Parameters.

If MDS is to be placed on a LAN, ensure the LAN is mapped correctly and that it is pointed to the correct drive before you begin installation.  

If you wish to run MDS from WINDOWS and you want to create a Group name for MD, you must complete this step prior to installing MDS. 

When installing both "types" of MD software (DOS and Windows together on the same system), care must be taken that the \Data files are not overwritten.  See Section 3.3.3.  MD for Windows MUST be installed first.  After MD for Windows is installed, install DOS MD.  Note: For a new installation (not an upgrade), before running either MD, you must delete the NEWDATA subdirectory.  When installing the DOS version choose "Upgrade" when the software prompts for "Upgrade or Overwrite".  Immediately after the upgrade has completed, and before the software is run, delete the \NEWDATA subdirectory with all of its files.  This will complete the installation of both software packages.


The following instructions will help prepare for the MD 4.1

Installation:

1.   Complete the registration form and submit it to NCTS

Washington with the MD 4.1 Version number in order to receive

technical support.

2.   As software enhancements and/or documentation changes are

required, complete the MD-SPR form, and send it to NCTS Washington for entry into the MD-SPR system and action by the SCCB.

3.   Review the modifications and enhancements, known anomaly list, security description (SD), and technical notes in the System Administrator's Handbook. 

e.  Default Route - This term is used to refer to the Office Codes that are supplied in a message, either by the               Originator in the Plain Language Addressee (PLA) line, or by the LDMX/NAVCOMPARS at the end of the message. 

f.  Shotgun Route - This term is used to define a default Office Chain that MD is to use if all else fails, i.e. no MD Office Codes match anything in the message.  This will keep most messages from being put in the Manual holding area.          However, messages may still end up in the Manual holding          area if one or more of the critical pieces of information         listed in section 1.1 cannot be found.


g.  Suspected Duplicate - During the dissemination process, part of the information that is gathered about each message is the Date-Time-Group (DTG) and the Originator Line.  MD compares this information against previous messages already processed for duplicate entries.  If a match is found and the message is not a Section message, then the message will be disseminated as usual.  However, when the message is displayed in any Message List, the actual Subject Line will be replaced with the phrase 'Suspected Duplicate'.  Two messages are considered a Suspected Duplicate if the entire Originator Line, including Office Codes, the 14 character DTG match exactly, and the subject line matches word for word.


h.  Corrected Copies - MD also checks messages for Z-signals 'ZDS' and 'ZEL' which signify corrected copies.  If the signals are on the message, then the message will be disseminated to the Users.

C.  Establishing the System Parameters for MD.

If you have just invoked MD for the first time, the System Configuration Parameters Screen will automatically pop up without you having to select it from the System Maintenance Menu.  This screen is shown in Figure 1.
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Figure 1.   System Configuration Parameters Screen


NOTE:  While on this screen, move the cursor between fields by pressing <Tab>, using the arrow keys or Mouse.  To save the configuration, place the cursor on the <Save> button and press <Enter>, click on the <Save> button with the Mouse or press the <Ctrl> and <W> keys simultaneously at any point on the screen.


The first parameter, MDS root directory, is preset and cannot be 

     changed at this time.  It is derived from where you told INSTALL

     to place MD.  Move the cursor to the Command Plain Language 

     Address (PLA) field and type in your Command name (maximum of 55 

     alphanumeric characters) exactly as it appears in the Addressee

     line of formal message traffic and then press <Tab>.


Next, determine the Distribution Criteria.  Three routing options are available.  They are by both Keyword Profiling and Office Codes, Office Codes only, and Keyword Profiling.


One enables Keyword Profiling or Office Code routing by putting a non-zero value in the corresponding field.  If keyword profiling is enabled, it will always be done before Office Codes, regardless of the value one enters, since Special Profiles will override Office Code routing when there was a match on a Special Profile.


The System Classification parameter is the highest Security level for messages that are accepted from diskette and that can be automatically disseminated.  Messages that have a Classification above that set by this parameter will generate an entry in the error log stating that they could not be accepted by the System due to their Classification.  A list of Classifications can be displayed by pressing the up and down arrow keys or clicking on the block with the Mouse and selecting a Classification value from the submenu that is displayed.


The Priority Bell can be set so that a bell will ring on the disseminating PC if high Precedence traffic is disseminated.  This parameter can be changed in the same manner as the System Classification Parameter.  A list of valid settings for the priority bell can be displayed by pressing the up and down arrow keys or clicking on the block with the Mouse and selecting a value from the submenu that is displayed.


You must now determine how long you want messages to remain active in the System before being placed in the "Purge" area.  This is the System Message Life Span parameter which defaults to 30 days but can be set for 1 to 365 days.  This is highly dependent upon how much disk space is available on your hard drive and how often messages must be retrieved.  It is recommended that this be set to at least 30 days.


The User Message Life Span parameter is used to determine the amount of time Users will have access to messages before they are deleted from their Message Lists.  Once this date has passed, the Users will not have access to the messages.  The value assigned to this can not be greater than the value assigned to the System Message Life Span.  If you enter a value that is greater than the System Message Life Span, MD will display a warning notice and automatically reset the value equal to that assigned to the System Message Life Span.


The Disable Message Section Collation option is used to disable the collation of sectional messages.  MD assumes that all sectional messages have been previously collated. 


The Mail Link option is only applicable to an MDS installation (Figure 2) and will not be displayed on the Configuration Parameters Screen unless you installed MD on a LAN. This parameter allows you to select one of the mail interfaces that are available with MD.  To select the appropriate mail link for your system, use the up and down arrows to highlight the entry you desire and press <Spacebar> or click on the desired entry with

the mouse. 
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Figure 2.   E-Mail Selection Screen


The Profile Line Count parameter allows you set the number of lines in the message after the first "BT" that will be scanned for Profile Keywords.  This value defaults to 10, but can be adjusted from 1 to 50 lines.  MD considers line 1 as the first line after the first "BT" in a message.  It is recommended that the default setting be used, if only Subject Line profiling is required.


The Message List Idle Time Out parameter allows you to set the time in minutes that a Message List will be displayed on the screen if no keystrokes are detected.  This protects against potentially classified or sensitive information from the Subject Line being in view on an unattended terminal.  MD will clear the screen and display the Main Menu for you and the file server menu for your End Users.   


The Com Port for Kermit Link parameter allows you to select the COM port you will connect your GateGuard System to, if you will be receiving messages on-line instead of via diskette.  This would normally be the PC's COM1 port, but can be COM2 if desired.  Enter 1 for COM1 or 2 for COM2 as appropriate or "0" (zero) to disable the Kermit software.  If you are receiving messages via diskette, the set this parameter to "0" (zero).  The Kermit protocol is built into MD 4.1; therefore, Softerm can no longer be used.  If you continue to use Softerm your messages will be deleted.


Note:  If receiving messages by diskette from PCMT, set this parameter to "0" (zero).


The Perform dissemination in cycles parameter is only applicable to a LAN installation and will not be displayed on the Configuration Parameters Screen unless you installed MD on a LAN.  

This parameter allows you to turn MD off during automatic LAN backups.  Placing the cursor on this line and pressing the <Spacebar> or clicking on this Box with the Mouse will cause a window to appear on the screen (see Figure 3) where you enter the start and stop times.  Stop and start times are entered in a 24 hour format.  For example, if LAN backups are done daily from 5 p.m. to 6 p.m. you would enter "1630" in the stop time and "1830" in the start time.  This extra hour allows for any minor backup time schedule differences.  Once you have entered the start and stop times, place the cursor on <Continue> and press <Enter> or click on <Continue> with the Mouse. 


Once you are back on the System Configuration Parameters Screen, place the cursor on <Save> and press <Enter> or click on the <Save> with the Mouse to save the configuration.
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Figure 3. Dissemination Cycle Parameters (LAN Install)

D.  System Administrator Login.

Once you have defined your configuration and if applicable, E-Mail link parameters, you are ready to build your User and Route Chain Databases.  A LOGIN Window (see Figure 4) will now appear on the screen.  
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Figure 4.   Login Screen


If this is a new MD installation, the only LOGIN ID the software will recognize is MDSOPR.  If this is not a new installation, then any previously defined LOGIN ID may be used.  If this is the first time for a particular LOGIN ID, then the software will ask if you want to create a Password or exit.  Press <Enter> to create a Password and then type in a four to ten character alphanumeric Password.  MD will ask you to verify the Password by typing it in a second time.  MD is now ready.  Depending on the type of User that has logged on, either the System Administrator Menu or the End User Menu will appear.


The same LOGIN ID can be associated with multiple PLAs.  Once multiple PLAs have been entered, type in the LOGIN ID and a list of PLAs associated with that LOGIN ID will be displayed.  Use the arrow keys to highlight the desired PLA, and press <Enter> to select it.    

E.  System Administrator Functions.

Logging on as a System Administrator will enable you to perform all of the System Administrator functions of loading messages from diskette, disseminating those messages, grouping and collating Section messages, and maintaining the MD Databases.  The entire program is Menu-driven and no key strokes or commands have to be memorized in order for you to perform your duties.  However, logical "Hot" key combinations are available for the experienced Users.


To move around the screen and select various Menu options, you need only use the arrow keys to highlight the desired function and then press the <Enter> key or click on the desired function with the Mouse.  Most Menu selections have one character highlighted.  Within that Menu, you have the option to simply type that character in order to select it without moving the cursor.  In order to move to a different pull-down Menu that is shown on the screen, you can press the <Esc> key to backup to the root Menu, use the arrow keys to move to it, use a combination of the <Alt> key and the highlighted letter depressed simultaneously or click on the selection with the Mouse to move to the desired selection.


NOTE:  If you desire to use a Mouse with MD, you must have your Mouse driver software loaded prior to loading MD.  The following sections will provide more details about each Menu selection item and how it is used.


The ESCAPE key <Esc> is an all-purpose method of stopping or

interrupting a System process.  If an End User is entering or editing information, pressing the <Esc> key will stop the process.  The arrow keys may also be used to move about the screen and select or de-select Menu items.  For example, if the cursor is on a Sub-Menu item that is the second or third Menu down a cascade, pressing the left arrow key will back up to the previous Menu the same as the <Esc> key.  If information is being edited, the information will be returned to its pre-edit condition.  All changes will be ignored.


When MD is first loaded, the Main Menu Screen with the MD logo will appear.  A command line will appear across the top of the screen with the first Menu option, "Work with Messages" (see 
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Figure 5.   Main Menu Screen


Activate the Menu Bar by depressing the <Alt> key.  Then press the highlighted letter key or press the left or right arrow keys to move the highlight bar to the desired selection and then press <Enter>.  A pull down Menu will appear similar to that shown in Figure 6.  You may also activate the pull down Menus by clicking on the desired item in the Menu Bar with the Mouse.  To exit MD, select Exit <E>.  Select an item from the pull down Menu by using the up/down arrow keys to highlight the desired entry and then press <Enter> or press the highlighted letter in the Menu List or click on the desired entry with the Mouse.  Many Menu items will have "Hot" keys available so experienced Users do not have to select from a Menu.


Several of the Menu selections display a list of messages on the screen.  The messages being displayed from any of these lists will be Group-sorted by date, priority and Action.  Figure 7 is an example of a User's Message List.  All Message Lists will not have the same columns listed.  In all cases, when short Originator/Short SUBJ is included, and expanded version of the fields are shown at the bottom of the screen.
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Figure 7.   Sample MD Message List

Table 1 defines each of the columns possible in a Message List.

Column

   *


     A asterisk mark will appear in this column if the message has been Tagged.

   N


     A (P)rivate, (G)lobal or (B)oth may appear  in this column if there are tasking 'N'otes attached to the message.

   P


     Message 'P'recedence Code.  Valid values are (R)outine,(P)riority, (O)perational Immediate, Flash (Z) or Emergency Action (Y).

   S


     Action Information 'S'tatus in this column will indicate if this particular User was routed to as an (A)ction, (I)nfo, or (C)ognizant office.

   C


     Message 'C'lassification Code.  Values are (U)nclassified, Unclas (E)FTO, (S)ecret, (R)estricted, (C)onfidential, or (T)op Secret.

   Date-Time-Grp    Message Date-Time-Group (DTG).

   Short Orig
     Message Originator (FM (From) Line) truncated to fit in the Window.

   Short SUBJ
     Message Subject Line truncated to fit in the Window.  If the message has been identified as a 'Suspected Duplicate' then this phrase will have a [D] inserted into it.

   MESSAGE STATUS   May be one of the following:

       Active
     Message has not yet expired.

       (date)
     Message was viewed on this date by the assigned office.

       Overdue
     Message has passed the expiration date.

       Not Viewed   Message has not been viewed by the

                    assigned Office Code.

   X-DAY

     The date the message will automatically be purged from the System.  

Table 1.  Column Definitions for Message Lists
     1.  Work with Messages Menu.


The first pull down Menu is "Work With Messages" (see Figure 8).  You activate this Menu by pressing the <Alt> and <W> keys or clicking on "Work With Messages" with the Mouse.
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Figure 8.   Work With Messages Menu

     2.  Automatically Route Messages. 


When this option is selected from the "Work with Messages" Menu, MD will first look in the new message directory to see if there are any new messages.  Messages could have been put into the directory directly from GateGuard, by loading them from diskette or by collating Section messages which will be explained later.  If there are no messages in the new message directory MD will display a screen (see Figure 9) and continue to check for messages in the new message directory.
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Figure 9.   Automatic Dissemination Screen


If there are messages in the new message directory, the Dissemination Status Window is displayed (see Figure 10).  As each message is processed, the Dissemination Status Window reports the file name of the message it is currently working on, various message counts, and processing-time statistics.  During this process, messages are removed from the new message directory and various Database entries are built to record the results of the dissemination process.
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Figure 10.  Dissemination Status Window


If MD recognizes that all Sections of a Multi-Section message are available, a small window will briefly open up on the screen indicating that the Sections are being collated into one message.  Once all Sections are collated, MD attempts to automatically disseminate the collated message.  The original individual Sections are not retained.  If MD determines that a Multi-Section message is not complete, then the incomplete Sections will appear in the Section message holding area as individual messages.  Each time new messages arrive for dissemination, the Section message holding area will be checked to see if a complete message can be built.  You should review the Section message holding area periodically to make sure incomplete Sections do not expire before they are delivered, or to see if contains any high Precedence messages. 


If MD cannot find at least one Office Code or Keyword in message or a SHOTGUN route to disseminate a message to, or if some critical piece of information cannot be determined, e.g. Precedence or Classification, then the message will be queued to the Manual holding area.  When at least one Office is found, Queue entries and an Audit Trail will be built for each message.  Any Office Codes in the message that are not in the MD Database will be ignored.  Therefore, you should ensure that all valid/important Office Codes that might appear in a message are listed in the MD Database.


When searching for Office Codes in a message, MD will first look at any LDMX/NAVCOMPARS supplied Distribution at the end of the message and then any Office Codes found in the Addressee lines.


If there are multiple Commands addressed in the message with

multiple Distribution Lists, and two or more Commands have the same Office Code structure, then MD will only use the one that matches the PLAs defined for MD.


Once all messages have been disseminated, the 'Checking the MSGIN queue for incoming messages' Window reappears.  To exit back to the Main Menu, press the <Esc> key.  


To automatically disseminate messages from GateGuard real-time, the workstation that is physically connected to GateGuard must be logged on by you and this Menu item selected.  Otherwise, messages will simply accumulate in the new message directory.

     3.  Manually Route Messages.

Select this option to manually route messages in the Manual holding area.  If there are no messages in the Manual holding area, then MD will briefly display a small window stating that there are no messages to manually route and then return to the "Work with Messages" Menu.  If there are messages in the Manual holding area, a window will appear displaying a total count of Manual messages (see Figure 11).  Press any key after viewing this count and a list of messages on the Manual message Queue will be displayed (see Figure 12).  
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Figure 11.   Count of Manual Messages on Queue
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Figure 12.   Manual Message List


To manually route a message, place the cursor on the message entry and press the <Alt> and <M> keys or click on "Manual Options" with the Mouse.  The "Manual Options" Menu will then be displayed (see Figure 13).
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Figure 13.   Manual Options Menu

     4.  View Message for Routing.

Select "View Message for Routing" from the Menu and the Message List will be replaced with the selected message in the JANAP 128 format (see Figure 14).
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Figure 14.   View of Message on Manual Message Queue

 5.  Assign Routing Info.

Once you have seen enough of the message to determine who to route it to, select "Manual Options" from the Menu Bar by pressing the <Alt> and <M> keys or clicking on "Manual Options" with the Mouse.  Figure 13 is redisplayed.  Select "Assign Routing Info" by pressing the <A> key or click on "Assign Routing Info" with the Mouse.  A Message Info Window will appear in the upper right corner of the screen (see Figure 15) to obtain any missing critical information MDS could not determine about the message and to assign Action Office Codes for dissemination. If the message contains the required critical information, the User Selection Screen (see Figure 16) will be displayed.  
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Figure 15.  Critical Message Information Window


In the Message Info Window, the field(s) that are missing or incorrect will be highlighted.  Type in the proper information and press <Enter>.  When the Office Code field is entered, the cursor will become active in the User Selection Window also referred to as User Office Code Window (see Figure 17). 
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Figure 16  User Selection Window for Assign Routing


Select the desired setting.  You may also click on the Action or Info fields with the Mouse.  Then depress the <Tab> key until the User List Window is active. Select the appropriate User Office Code(s) using the arrow keys and pressing <Enter> or double-click on desired User Office Code with the Mouse.  As each one is selected, it will be listed in the Selected Items portion of the screen.  If  you desire to deselect a previously selected User Office Code, depress the <Tab> key until the Selected Items Box is active.  Then place the cursor on the User Office Code you wish to deselect and press <Enter> or double-click on the entry with the Mouse.  Once you have selected all the desired User Office Codes, depress <Tab> until the <Continue> field is active and then press <Enter> or click on the <Continue> field with the Mouse.  To disseminate the message to the selected Office Codes, move the cursor to the <Route> field and press <Enter> or click on the <Route> field with the Mouse.  If no offices were Tagged, then <Delete> would have been highlighted.  If you select <Delete>, the message will be deleted from the System.


NOTE:  When manually routing or Add-Routing, only the Office Code(s) selected by the System Administrator will be used.  The Route Chain attached to each selected Office will not be used.  MD will allow you to Tag and route all Tagged messages to a User or group of Users.  However, as previously mentioned, any message missing critical information will not be routed.


A view of the next message to be manually routed will be displayed on the screen.  To manually route this message, follow the same steps used to route the previous message as listed above.  If you wish to exit back to the Manual message List, select <Exit> from the Menu Bar by pressing the <Alt> and <E> keys or clicking on <Exit> with the Mouse.  

     6.  Delete Tagged Msg(s).

Messages can be deleted from the Manual message Queue by Tagging them and then selecting "Delete tagged Msg(s)" from the Manual Options Menu.  To Tag a message, place the cursor on the message entry and the press the <Spacebar>.  Tagged messages will have an asterisk (*) appearing in the left most column of the message entry.

     7.  Add Profile

This option allows you to create a Profile while you are viewing messages for Manual Dissemination without having to go to the main System Menu.  While viewing the messages on the Manual message Queue, you may see words or phrases in the text that you wish to automatically route any new messages containing the same words or phrases.  This option is only active while you are viewing messages for routing.  

     8.  Tag all Msgs.


All messages in the Manual message Queue can be Tagged for action by selecting "Tag all Msgs" from the Manual Options Menu. Tagged messages will be indicated by an asterisk (*) appearing in the left most column on the message entry.

     9.  Untag all Msgs.


All messages that had been previously Tagged can be Untagged by selecting "Untag all Msgs" from the Manual Options Menu.  Messages that are Untagged will be indicated by a blank appearing in the left most column on the message entry.

     10. Tag a Single Msg.


Individual messages can be Tagged by placing the cursor on the message entry and pressing the <Spacebar>.  Tagged messages will be indicated by an asterisk (*) appearing in the left most column on the message entry.

     11. Route Tagged Msgs.


Groups of messages can be routed to the same Office Code(s) by Tagging each message to be routed and selecting "Route tagged msgs" from the "Manual Options" Menu.

     12.  Exit.

Exit the "Manual Options" Menu by pressing the <Alt> and <E> keys, clicking on <Exit> in the Menu Bar with the Mouse or pressing the <Esc> key.

     13.  Collate Section Messages.
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Figure 17.  Collate Section Messages Screen


When this option is selected, a Section Message List will be displayed (see Figure 18) similar to the Manual Message List, but with Table 2 information that is needed for Grouping incomplete Sections.  The Message List will only use the top half of the screen, while the bottom half is used to display some of the message text.  As the highlight bar is moved, the appropriate text will be displayed at the bottom of the screen.

The following items pertain to the section message list:


*
     Indicates that the message Section has been Tagged for some type of action.


Grp
     This field is used to manually Group Sections together by entering a one or two character alphanumeric Code.  For example, 'A' or 'A1'  could be entered in this field for two or three messages to tell MD those messages are to be Grouped together.


Num
     If MD has not properly identified the Section number, you can manually assign a Section number.


Tot
     Same as Num above.


DTG
     Message Date-Time-Group (DTG).


From
     Message Originator (FM (From) Line) truncated to fit in the Window.


ONum
     Message sections are identified by Section numbers in the first or second text line of a message, e.g. SECTION 1 OF 2, FINAL SECTION OF 2.  Onum represents the 'O'riginal Section 'num'ber. 


OTot
     This represents the 'O'riginal 'tot'al number of Sections expected for that message, as indicated in the text of the message.  

     Table 2.  Column Definitions for Section Message Lists
     Section messages are often formatted in many different ways by different Originators.  MD will only recognize a message as a Section if it is in the same format as that produced by the LDMX/NAVCOMPARS, e.g. the phrase 'SECTION nn OF nn' or 'FINAL SECTION OF nn' where 'nn' is a one or two digit number.  These two phrases must be located either on the same line as the Classification or as the first phrase on the next line after the Classification.


Before Section messages can be manually collated, at least one message Section in the list must be assigned to a Group.  Tag each Section by placing the cursor on the message entry and pressing the <Spacebar>.  Once all Sections have been Tagged, place the cursor on one of the Tagged Sections and press the <Alt> and <S> keys or click on "System Menu" with the Mouse to activate the "System Menu" (see Figure 4-3-13).  Then select the appropriate Menu option you wish to perform.
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Figure 18.  System Menu for Collate Section Messages

     A.  System Menu.


The options available in the "System Menu" for "Collate Section Messages" are "Zoom/unZoom Message Section, Assign Group/Section Info, Verify Group, Collate and View, Redisseminate, Delete/Recall, Print, and Purge Deleted Sections".

     B.  Zoom/UnZoom Msg Section.


To see a full screen display of the message Section that the cursor is currently on, select "Zoom/UnZoom Msg Section" option from the System Menu.  This option functions as a toggle switch between a full screen display of the message and the display. 

     C.  Assign Group/Section Info.


To assign all Tagged message Sections to a Group, ensure that the cursor is on one of the Tagged message Sections, then select "Assign Group/Section Info" option from the System Menu.  Once this option is selected, the Group/Section Info Window  will be displayed on the screen.  Enter a one or two character alphanumeric Code in this field (e.g. 'A' or 'A1') and press <Enter> to activate the <Assign> field.  Press <Enter> again or click on <Assign> with the Mouse to assign the message Sections to the Group.  All Sections with the same Group number will be collated together to form the message.  Once you have assigned the message Sections to a Group, press the <Alt> and <S> keys or click on "System" with the Mouse to reactivate the "System" Menu, then select the desired option.
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Figure 18.  Assigning Section Message to a Group

     D.  Verify Group.


Once one or more messages have been assigned to a Group, select this function to verify that each message in the highlighted Group has the Section total, there are no duplicate Sections, there are no Section numbers greater than the total, and to ensure there is enough Random Access Memory (RAM) buffer space to collate all Sections into one message.  If there is not enough RAM available, then you must Group the Sections into two separate Groups and collate the two messages separately.  If the verification fails, an error window will appear in the upper right corner of the screen notifying you of the cause of the failure.

     E.  Collate and View.

When this option is selected, the Tagged Group is compiled into a single message and displayed on the screen in  JANAP 128 format for you to review .  A collated message will contain Section one text with the Section information stripped.  At this point, subsequent Sections are inserted beginning with the first text line after the Subject Line, if found, or after the Classification line if no Subject is found.  After the last Section is inserted, the end-of-message sequence and any LDMX supplied Distribution from the first Section completes the collated message.  Any missing Section will be identified at the proper point with a large Box that says 'SECTION nn MISSING'.  disseminate the collate message or press the <Esc> key to return to the Message List display.
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Figure 19.  View of Collated Section Message

     F.  Redisseminate.


After you have viewed the collated Section message and are ready to redisseminate it, press the <Alt> and <S> keys or click on "System" with the Mouse to return to the "System" Menu.  Then select "Redisseminate" to copy the message to the Dissemination directory.  The message can now be routed by selecting "Automatically Route Messages" Option from the "Work with Messages" Menu.  If the message can be routed using a Profile or Office Code, then it will be delivered to the appropriate Office Codes, otherwise it will be queued for manual routing.


Note:  This option is only active while in the Collate and View display Window.

     G.  Delete/Recall.


Tag messages that are to be deleted from the Section message List by placing the cursor on the message entry and pressing <Spacebar>.  Then select "Delete/Recall" from the System Menu to delete them.  This procedure only removes the messages from the List display; they are still available for recall.


If the "Delete/Recall" option is selected when no messages are Tagged,  a list of messages that were previously deleted ( will be displayed and made available for recall.  Use the <Spacebar> to Tag all of the messages that should be recalled.  Then press the <Esc> key to recall the selected message Sections and update the Section message List display with the recalled entries.
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Figure 20.  List of Deleted Message Sections for 





   Delete/Recall

     H.  Print.


This option is used to print out the collated Section message.

     I.  Purge Deleted Sections.

Select this option to physically remove messages from the Hard Disk that have been deleted from the Section message List and you do not wish to retain.  Deleted Sections will not expire at the end of the expiration time and will not move automatically to the Purge Queue.
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Figure 21.  Maintenance Menu for Collate Section Messages

     J.  Maintenance Menu.

The "Maintenance" Menu for "Collate Section Messages" allows you to sort the Section message List Display and Tag or Untag entries in the display.  To activate this Menu  press the <Alt> and <M> keys or click on "Maintenance" with the Mouse.

             K.  Sort.


This option allows you to sort the Section message List display.  When you select this option, new window will appear displaying the fields that you can sort on.  Select the desired sort field then press <Enter> or click on the sort field with the Mouse.

             L.  Tag all Msgs.


This option allows you to Tag all entries in the Section message List display so that you can perform the same function on all entries in the List.  Tagged entries will have an asterisk (*) in the left most column on the display.

     M.  Untag all Msgs.


This option allows you to Untag all entries in the Section message List display.  

     N.  Tag a Single Msg.


This option allows you to Tag individual messages so you can perform the same function on the entries you have Tagged.

     O.  Exit.

To exit "Collate Section Messages" press the <Alt> and <E> keys.  You will be returned to the "System" Menu.

  14. Load Message(s) from Diskette(s).

This option is used to load messages into the new message directory (MSGIN) that are received via diskette from a GateGuard or PCMT.  MD will prompt you to select the drive that contains the message diskette .
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Figure 22.  Diskette Assignment Window for Load Messages from Diskette
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Figure 23.  Status Window for Loading Messages from Diskette


Once the disk drive has been selected, a window will appear displaying the status of the copy operation . MD will copy all files from the diskette, including the DISKETTE.TOC file into the new message directory.  However, MD will not process the DISKETTE.TOC file.  Once all messages from diskette have been loaded in, you can then select "Automatically Route Messages" from the "Work with Messages" Menu to disseminate them.

     A.  Output Message Queues (Stand Alone PC Only).

This option is only applicable to a Stand Alone PC installation.  It allows you to disseminate the messages on Queue for each User.  When this option is selected, a User selection List will be displayed on the screen from which you select the desired User .  To select the User, place the cursor on the User entry and press <Enter> or double-click on the User's entry with the Mouse.  You will then receive a screen from which to select the output type (diskette or printer) and format (MDU or ASCII if diskette, MAT or JANAP if printer) .  Once you have made your selections, place the cursor on <Continue> and press <Enter> or double-click on <Continue> with the Mouse.
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Figure 24.  Output Parameters Screen for Output Message   



Queues (Stand Alone PCs only)

     B.  View All Messages.


You have the option to view all messages that have been disseminated by selecting this option.  A Message List  will appear with all messages active in the Database listed.  A Message Listed as 'Active' in the status column is one that has been disseminated, but has not yet exceeded the maximum life span.  Messages will disappear from this List and show up in the Purge Message List when the message life span has been exceeded, whether or not the message has been viewed by the selected Office Codes.
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Figure 25.  Message List for View All Messages


NOTE:  It is the responsibility of the individual Office Codes to ensure that messages queued to their Mailboxes do not expire prior to viewing if they are on extended travel or leave.

      D.  System Menu.

      Once this Message List is displayed, a different set of command line Menu options become available.  To activate the System Menu for View All Messages, press the <Alt> and <S> keys or click on "System" with the Mouse.  The options available in the "System" Menu are shown in Figure 26.
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Figure 26.  System Menu for View All Messages

    D.  View JANAP Format.


Selection of this option will display the selected message in JANAP 128 format.

     E.  View MAT Format.

Selection of this option will display the selected message in MAT format.

     F.  Add-Route a Msg.

This option allows you to route a message or a Group of Tagged messages to additional Office Codes.  Place the cursor on the message you wish to add additional routing to or if you wish to do this for more than one message, Tag each message by placing the cursor on the message entry and then press <Spacebar>.  After you have selected the message(s) to be Add-Routed, activate the "System" Menu by pressing <Alt> and <S> keys and then select "Add-Route a Msg" option.  If more than one message is Tagged, you will receive a screen asking you if you want to route current or Tagged messages.  Once you respond to this screen, you will receive a screen from which to select the Office Codes you want the message Add-Routed to.  Place the cursor on the Office Code in the User List Box and press <Enter> or double-click on the Office Code with the Mouse.  As you select each Office Code, it will appear in the Selected Items Box.  If you are configured as a LAN, you may also Add-Route to E-Mail addresses by placing the cursor on the E-Mail button and pressing <Enter> or double-clicking on it with the Mouse.  If you select to Add-Route to E-Mail Users, you will receive another screen from which to enter or select E-Mail Users.  Once you have selected the Users, place the cursor on <Continue> and press <Enter> or double-click on <Continue> with the Mouse.  The messages will now be routed to the additional Office Codes you assigned.  If you are Add-Routing an individual message you will be prompted with a Tasking Note Screen where you select whether or not you want to add a Tasking Note, the type of Tasking Note (i.e. Global or Private) and a Box where you enter the Tasking Note.  If you have Tagged multiple messages and selected Add-Routing, you will not receive the Tasking Note Screen because the same Tasking Note can not be assigned to multiple messages.

     G.  View Global Tasking Note.


Selection of this option will display any Global Tasking Note that is associated with this message.

     H.  View Private Tasking Note.


Selection of this option will display a Private Tasking Note associated with this message that is for the current User.  Private Tasking Notes are only viewable by the current User.  System Administrators or other Users can not view a Private Tasking Note that is not intended them.

     I.  Review Msg List Info.


Selection of this option give you a summary count of 'Active Messages', 'Messages to be Purged' and 'Messages in the System'.

     J. Audit Trail for a Msg.


Selection of this option will display a list of Office Codes to which the message has been disseminated in addition to the date and time of dissemination.

     K.  Locate a Msg.


This Menu option will permit a message to be located by Date-Time-Group, Subject, Originator, or any combination of these components.

     L.  Audit Trail Interpretation.


This Menu option will display more detailed information than the Audit Trail for messages option.  The information shown for a message will include: message filename, date entered into MD, Date-Time-Group, Office Codes that it was disseminated to and the criteria used for dissemination.

     M.  Personal Mailing List(s).

This Menu option will allow you to create a Personal Mailing List.  Select User(s) from the Master List and press <Enter> or double-click on the User with the Mouse to add this User to your Personal Mailing List.  Each User selected will appear in the Selected Items portion of the screen.  Select <Continue> and press <Enter> or click on <Continue> with the Mouse to create your Personal Mailing List.  When Add-Routing messages, you have the option of selecting the Users from your Personal Mailing List or the Master List of Users.


You can remove Users from your Personal Mailing List by tabbing to the Selected Items portion of the screen, highlighting the User to be removed and then pressing the <Enter> key or by double-clicking on the User with the Mouse.  Once you have removed the Users, select <Continue> to update your List.

     N.  Change Your Password.


This option allows you to change your MD Password.  A screen will appear, prompting you for your new Password.  A Password must be between 4 and 10 characters long.  After you enter your new Password, select <Save>.

     O.  Maintenance Menu.

To activate the Maintenance Menu for View All Messages, press the <Alt> and <M> keys or click on "Maintenance" with the Mouse.  The options available for the Maintenance Menu are show in Figure 27.
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Figure 27.  Maintenance Menu for View Messages

     P.  Copy Msg(s).

This option allows you to copy the current message or Tagged messages to a disk file in either MAT or JANAP 128 format. 

     Q.  Delete Msg(s).


This option allows you to delete the current message or Tagged messages from the Message List.

     R.  Print Msg(s).


This option allows you to print the current message or Tagged messages in MAT or JANAP 128 format.  You also have the option of printing out the Audit Trail and Tasking Note.

     S.  Tag all Msgs.


This option allows you to Tag all entries in the Message List display so that you can perform the same function on all entries in the List.  Tagged messages are indicated by an asterisk (*) in the left most column of the Message List display.

     T.  Untag all Msgs.

This option allows you to Untag all previously Tagged entries in the Message List display.

     U.  Tag a Single Msg.


This option allows you to Tag individual entries in the Message List display so you can perform the same function on the entries you have Tagged.

     V.  Block Tag Msgs.

This option allows you to Tag Blocks of entries in the Message List display.  Place the cursor on the first entry of the Group and select this option.  Then place the cursor on the last entry in the Group and select this option again.  All entries between the first and last entry, including the first and last entry will be Tagged.  You can then perform the same function on this Block of entries.

     W.  Group Tag.


This option allows you to Tag messages based on their Date-Time-Group, Subject, Originator or Keyword in the text or any combination of these.

     X.  Index.

This Menu option allows construction of the criteria by which the messages to be viewed should be indexed.  If multiple factors are selected they can be ranked in the order in which the indexing should occur by replacing the "0" zero with a number from 1 to 6 with 1 having the highest ranking.  Zero means no indexing on this field.

     Y.  Exit.

To exit View All Messages, select <Exit> from the Menu Bar at the top of the screen.  You will be returned to the "Main" Menu Screen.

     Z.  Other Menu.

This pull down Menu gives you options to get information about MD, setup the printer and display and on-line Help Screen.

     AA. View Your Messages.

Selecting this Menu option will produce a list of messages that have been disseminated to you.  The options available for View User Messages are the same as those listed for View All Messages in section 4.3.1.6 with only a couple of minor exceptions.  Although you are currently logged on as the System Administrator, when this item is selected, you are treated as if you have logged on as an End User and the functions available to you are limited to the End User functions.

     AB.  View User Messages.

This option is only applicable to a Stand Alone PC installation.  It allows you to view messages of individual Users.  When this option is selected, you will receive a list of Users to choose from .  Select the User by placing the cursor on the User's name and pressing enter or double-clicking on the User's name with the Mouse.  A Message List of all messages for the User will be displayed.  The options available for View User Messages are the same as those listed for View All Messages.
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Figure 28.  Selection List for View User Messages

                (Stand Alone PC Only)

15. System Maintenance Menu.

When you select this option from the "Main" Menu the options available for System Maintenance will be displayed.  
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Figure 29.  System Maintenance Menu


From this Menu, you control how MD will perform its duties by specifying certain System wide parameters and building the main routing Database.  The "Purge Expired Messages" Menu item under this heading is the option you select to remove expired messages from the System.  Most of these functions are self-explanatory.

     A.  Purge Expired Messages.

When this option is selected, a list of messages that have reached their expiration date will be displayed. The "Purge Options" Menu is activated by pressing the <Alt> and <P> keys or selecting "Purge Options" from the Menu Bar.  Most of the options available in the View Messages List to Tag, view, or copy messages are also available from this List .  This actually gives you a second chance to recover messages for an End User that may have lost their messages.  To exit Purge Expired Messages, select <Exit> from the Menu Bar.
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Figure 30.  Expired Message List
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Figure 31.  Purge Options

     B.  View a Msg.


This option allows you to view messages in the expired Message List in JANAP 128 format.

     C.  Copy Msg(s).


This option allows you to copy the current message or Tagged messages to a disk file in either MAT or JANAP 128 format.  

     D.  Delete Msg(s).


This option allows you to delete the current message or Tagged messages from the Message List.

     E.  Print Msg(s).


This option allows you to print the current or Tagged messages in MAT or JANAP 128 format.  You also have the option of printing out the Audit Trail and Tasking Note.

     F.  Tag all Msgs.


This option allows you to Tag all entries in the Message List display so that you can perform the same function on all entries in the List.  Tagged messages are indicated by an asterisk (*) in the left most column of the Message List display.

     G.  Untag all Msgs.


This option allows you to Untag all previously Tagged entries in the Message List display.

     H.  Tag a Single Msg.


This option allows you to Tag individual entries in the Message List display so you can perform the same function on the entries you have Tagged.

     I.  Block Tag Msg.


This option allows you to Tag Blocks of entries in the Message List display.  Place the cursor on the first entry of the Group and select this option.  Then place the cursor on the last entry in the Group and select this option again.  All entries between the first and last entry, including the first and last entry will be Tagged.  You can then perform the same function on this Block of entries.

     16.  Database Maintenance Menu.

When you select this option, a list of the Database Maintenance options will appear on the screen.  From these options, you can Pack Databases, rebuild Memo and Index files, remove all messages in User Lists and backup the Database.  These functions are similar to those used by a dBase application.  The options for Database Maintenance are self explanatory. 
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Figure 32.  Database Maintenance Menu

       17.  PLA Options Menu.

The PLA Options Menu provides functions to add, edit, delete and generate reports for all Plain Language Addresses (PLAs) that a Command Guards for.
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Figure 33.  System Maintenance - PLA Options Menu

     A.  Add PLA.

Selection of this option will display the screen shown in Figure 33.  After entering the Command title exactly as it will be shown in messages, select whether the PLA entered is new or existing.  If new is selected, Users and Profiles must be created.  Select existing if you wish to have an existing PLA's Users and Profiles duplicated.  If other PLAs exist, they will be displayed. Use the arrow keys to place the cursor on the appropriate PLA, and press <Enter> or double-click on the PLA with the Mouse. 
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Figure 34.  Parameter Window for Add PLA

     B.  Edit PLA.

This option allows you to change the spelling for a PLA.  When this option is selected, you will receive a screen with a list of PLAs in the System that you can choose from .  Select the desired PLA by placing the cursor on it an pressing <Enter> or double-clicking on the PLA with the Mouse.  You will then receive a screen with that PLA where you can make your modifications.  Once you have made your modifications, select <Save> and an updated list of PLAs in the System will be displayed containing your change.  Press the <Esc> key to exit the PLA List display.
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Figure 35.  Edit PLA Selection List
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Figure 36.  Edit PLA Screen

     C.  Delete PLA.

This option will delete a PLA and all Users and Profiles associated with it.  If the PLA was associated with a Command Guard List, the CGL List will be updated. Select the PLA to be deleted.

     D.  Report to Screen.


This option allows you to produce a report to the screen of all or selected PLAs.  The report gives you the PLA(s) and all associated Users and Profiles for the PLA(s).  If you are doing the report for an individual PLA, once you have selected and activated the individual PLA button, you must press the <Tab> or down arrow key to get to the field where you enter the PLA.

     E.  List to Printer.

This option allows you to produce a printed report all or selected PLAs.  The report gives you the PLA(s) and all associated Users and Profiles for the PLA(s).

18.  Command Guard List Options Menu.

The Command Guard List Options Menu provides functions to add, edit, delete and generate reports for all AIGs, CADs, CAGs, TAGs, etc. that MDS PLAs are members of.  Those functions which require further explanation are listed below.
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Figure 37.  Command Guard List Options

     A.  Add Guard List Entry.

When this option is selected the screen will be displayed prompting you to enter the PLA name for the Command Guard List.  Once you have entered and saved the PLA, a list of PLAs with which it can be associated is shown .  Select 'Action' or 'Info' by tabbing down to these fields on the screen.  Then use the up/down arrows to highlight the desired one and the press <Enter>.  You may also select the Action/Info setting by clicking on the desired setting with the Mouse.  Once you have selected the Action/Info setting, press the tab key until the top half of the screen is active then select the desired PLA(s) you wish to include in the CGL.  Each PLA selected will be displayed in the Selected Items List on the bottom half of the screen.  Select <Continue> to save the CGL or Abort to exit without saving.  The default Action/Info setting when you first enter the CGL Member Selection Screen is Action.
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Figure 4-3-37.  Add Command Guard List PLA
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Figure 38.  Command Guard List member selection Screen


NOTE:  All AIGS/CADS must be entered into the Command Guard List, otherwise messages addressed to them will be placed in the Manual bin.  You may want to contact your local NTCC to obtain a ZKP List which will identify the AIGS and CADS that you are a member of.

     B.  Edit Guard List Entry.

This option allows you change the spelling and composition of a Command Guard List PLA.  When this option is selected you receive a screen with a list of PLAs to choose from .  Select the desired PLA by placing the cursor on it and pressing <Enter> or double-clicking on the PLA with the Mouse.  You will then receive a screen with the PLA name in it where you can change the spelling .  Select <Save> after you have modified the PLA spelling or if there are no changes to the spelling.  You will then receive the CGL Member Selection List Screen  where you can add and remove members in the composition.  To add a member put the cursor on the PLA in the Selection List and press enter or double-click on the PLA with the Mouse.  Each member selected will appear in the bottom half of the screen.  To remove a PLA from the composition place the cursor on the PLA to be removed in the selected items portion of the screen and press enter or double-click on the PLA with the Mouse.  Select <Continue> to update the CGL.
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Figure 39.  List of Command Guard List PLAs
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Figure 40.  Edit Command Guard List PLA

     C.  Delete Guard List Entry.


This option allows you to delete a Command Guard List (CGL) PLA.  You will be prompted with a list of CGL PLAs to select from.  Select the CGL PLA to be deleted by placing the cursor on it and pressing <Enter> or double-clicking on the entry with the Mouse.

     D.  Report to Screen

This option produces a report to the screen for all or selected Command Guard List PLAs.  The report consists of the CGL and its membership.  If you are doing a report by individual CGL, only the first occurrence of what you entered will be reported.

     E.  List to Printer.

This option produces a report to the printer for all or selected Command Guard List PLAs.  The report consists of the CGL and its membership.  If you are doing a report by individual CGL, only the first occurrence of what you entered will be reported.

  19.  User Options Menu.

The first step in getting MD ready for operational use is to build your User Databases by adding additional System Administrators besides the default one (MDSOPR) and all End Users (Office Codes) that MD will be expected to route messages to, including each Office Code's Route Chain.  When you select "User Options" a list of options will be displayed on the screen.
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Figure 41.  System Maintenance - User Options Menu


The following paragraphs will outline the sequence of events that should take place for a System Administrator to build the User Databases and Route Chains to begin operations.


A User of MD is an Office Code within the Command.  If the Command is a Guard Command served by an LDMX, then there will most likely be a string of Office Codes generated by the LDMX and placed in the Distribution lines at the end of the message.  If the Command is a Protect Command served by an LDMX, then the Distribution string built by the LDMX will only contain a truncated version of the Command PLA.  In this case, the Command should be using Office Codes placed in the header of the message next to the Commands PLA and bounded by double slashes.

     A.  Add a User

Each Office Code which MD will route messages to needs to be defined in your Database using the "Add a User" function.  You must key in each Users Office Code, a LOGIN ID name, and specify the User's access level.  Office Codes found in a message but not defined in the Database will be ignored by MD.  
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Figure 42.  Add a User Screen


As shown in Figure 42, there are multiple levels of System Administrators. Level 1 System Administrators can perform the same functions as in previous Versions of MD.  Level 2 System Administrators can not do the following:  Purge expired messages, perform Database Maintenance, modify MD parameters, modify E-Mail parameters (LAN installation Only), delete PLAs, delete Command Guard List entries, delete Users, delete Profiles, add/edit Users that are level 1 Users, delete messages, and change Passwords for Users.


If the LDMX Database is built and maintained properly, or if the Office Codes supplied by the Originator of a message in the Addressee line of a message is being used properly, then no further action is needed in building the Database.  However, this is usually not the case.  If a message is sent to an Office Code, PMW152-62C for example, and their Supervisor, PMW152-62 wants to see every message that their Subordinates receive, then PMW152-62 should be added to PMW152-62C's Route Chain.  As many Offices as you want can be added to the Route Chain.

     B.  Edit a User.

This option allows you to change the attributes of a User.  When this option is selected you will receive a list of Users in the System from which to choose from .  Once you select the desired User to edit, you will receive a screen with that Users settings which you can modify .  Once you have made modification to the User, select <Save> to save the new settings for that User.  To exit out of the User List Screen without selecting a User to edit, press the <Esc> key.
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Figure 43.  Edit a User Selection List
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Figure 44.  Edit a User Screen

     C.  Delete a User.

This option allows you to delete a User from the System.  When you select this option you will receive screens from which you select the User to delete and confirm the deletion.

     D.  Update Route Chains.

This option allows you update the Route Chain for a User.  You will receive a screen from which to select the User you wish to update.  Once you select the User, you will receive a selection screen from which you select the Office Codes to be assigned to the User's Route Chain.

     E.  Change User Passwords.

This option allows you to change the Password for a User.  You will receive a screen from which to select the User you wish to change the Password for.  Once you select the User, you will receive another screen where you supply the new Password.

     F.  Report to Screen.

This option will display on the screen a report of individual or all Users in the System.  You will be prompted with a screen for the report parameters.

     G.  List to Printer.

This option will list to the printer a report of individual or all Users in the System.  You will be prompted with a screen for the report parameters.

   20.  Profiler Options Menu.


Profiles are keywords or phrases that may form a subject identical to those listed in a message which the software will search for.  There is no limit on the number of profiles you can define.  However, keep in mind that the more profiles defined, the longer it will take MD to disseminate a group of messages.  The screen shown in Figure 45 will be displayed when "Profiler Options" is selected from the System Maintenance Menu. 
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Figure 45.  System Maintenance - Profiler Options Menu

     A.  Add Profile.


When the Add Profile option is selected the Profiler Screen shown in Figure 46 will be displayed.  Each Profile name must have at least one Office Code assigned to it for dissemination. Select the Plain Language Address (PLA) to which the Profile is assigned by pressing <Enter> while the PLA Drop-down List field is highlighted. Use the arrow keys to highlight a PLA and press <Enter> to selectit.
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Figure 46.  Profile Parameter Window


Profile names must be unique, maximum 12 alphanumeric special characters.  Consider using meaningful Profile names for easier maintenance and control.  Naming conventions recommended are:  1) using numbers for each Profile and keep them in numerical sequence for each new Profile condition added; 2) using your divisional - numerical sequence - abbreviated name, e.g. 161 001-NAVY.


When routing by Profile, MD normally routes to the Office Codes associated with the Profile as well as the Route Chains associated to the Office Codes.  However, if the Profile is set as 'Special Handling', then MD will only disseminate to Office Codes assigned to that Profile name, but not to the Route Chains associated with those Office Codes.  Normally, MD will attach Distribution for every Profile that is found to be true; however, if it finds a 'Special Handling' Profile, all previously found Distribution is ignored and only the Distribution associated with the first "Special Handling" Profile that matches is used.


The MD Profiler searches words delimited (separated) by the following ASCII characters:


CHR(13)

End-of Line marker


CHR(10)

Beg-of Line marker


CHR(32)

Space


CHR(44)
,
Comma


CHR(46)
.
Period


CHR(47)
/
Slash


CHR(58)
:
Colon


Your Profile words may contain most of the characters in the ASCII set except:


CHR(39)
'
Apostrophe


CHR(254)

Box


The First Word or phrase must be defined.  If you Tag the 'Not' condition, then you're telling the MD Profiler to route on the Office Code(s) attached to that Profile name, if that word or phrase is not in the message.


You can elect to designate that the First and/or Second Word be searched for as a whole word, e.g. 'this word will' or as a string, e.g. 'this keyword will'.


The Second Word is optional.  However, if you complete the Second Word you must select the boolean condition of either 'AND' or 'OR'.  The 'AND' condition tells the MD Profiler that both conditions need to be met; the 'OR' condition means that only one of the conditions needs to be met for MD to disseminate that message to the Office Code(s) defined in that Profile.  You can search on a sentence by completing the First Word, selecting the boolean condition of 'AND' and then completing the Second Word/phrase.       


In previous versions of MD the MD Profiler would only search from one to fifty text lines beginning with the first line after the first "BT".  The exact number of lines after the first "BT" is specified in the MD System Parameters Screen.  Other keyword profile search areas will be discussed in the next two sections. 

     1.  Profiling on a Routing Indicator.

     One can now profile on a Routing Indicator (an RI).  Routing Indicators are usually found only in the first 7 columns of the TO and INFO lines of the Addressal Section before the Message Narrative, but in rare cases could be found in the Narrative.  RI's are also found in TARE lines and in Readdressal TO and INFO lines, but these are not currently used or considered in KeyWord Profiling searches.

     The Routing Indicator one would profile on would not be ones own RI, since such a profile would be equivalent to an ALLMSG Profile.  Instead, one would specify the Routing Indicator of some PLA other than those one is guarding for in the CGL file, such as in the case where one Office Code or Employee/EndUser is responsible for tracking all Messages addressed to (either TO or INFO) "NCTS SAN DIEGO".  Rather than having to worry about whether there are several alternate spellings for that PLA, spellings of which people not working there would be unaware of, one could simply enter the RI for that base, knowing that there are no alternate RIs to consider.  

     The FM line does not contain an RI.  Therefore, if an Employee or Office Code is responsible for any Messages from a particular PLA/AIG, one must use PLA/AIG profiling.

The options for Search Areas for RI Profiles are:

   1. in the Primary (Non-Readdressal) TO and INFO lines

   2. in the Message Narrative between the BTs

   3. in BOTH the TO and INFO lines AND in the Message Narrative

      (between the BTs)

     If one knows one is entering a KeyWord which is to be interpreted as an "RI", then one should click on the "RI" Radio Button, since this will optimize the profile search, limiting it to the first 7 columns of the "TO" and "INFO" sections of the message and not waste valuable time looking for it "Between the BTs" (unless one specifically asks to check Between the BTs).

     If one clicks on the "RI" Radio Button, then all three of the following CheckBoxes are available for the user to check:

       a. "FM Line"

       b. "TO/INFO Line"

       c. "Between the BTs"

     2.  Profiling on a PLA, AIG, or Collective.

     With this type of Profiling, the KeyWord to search with would either part of or all of a PLA or AIG/Collective Name, which could be searched for in the FM line or in the TO/INFO lines or in BOTH the FM and TO/INFO lines, or in the Narrative (between the BTs).  

There are 7 combinations of Search Areas for PLA/AIG Profiles:

F   - Search Key must be found in the FM line

T   - Search Key must be found in the TO or INFO lines

FT  - Search Key must be found in the FM, TO, or INFO lines

B   - Search Key must be found Between the BTs (Narrative)

FB  - Search Key must be found in the FM line or Narrative

TB  - Search Key must be found in the TO/INFO or Narrative

FTB - Search Key must be found in the FM, TO/INFO, or Narrative

     If one knows one is entering a KeyWord which is either a PLA or a Collective or AIG, then one should click on the PLA/AIG Radio Button, since this will optimize the profile search, limiting it to the appropriate columns of the FM, TO, and INFO sections (unless one specifically asks to check Between the BTs as well).  By clicking on the "PLA/AIG" Radio Button, all three of the following CheckBoxes are available for the user to check:

       a. "FM Line"

       b. "TO/INFO Line"

       c. "Between the BTs"

     3.  Ordinary Profiling.

     In order to distinguish the type of Profile used in earlier versions of MD from the new RI and PLA/AIG Profiles, the term "OTHER" has been used to indicate that the Profile is neither an RI nor a PLA/AIG Profile.  This "OTHER" type of profile works just like it did in earlier versions of MD, regarding what part of the message is used in searching for the keyword.
     If one knows one is entering a KeyWord which is to be searched for ONLY "Between the BT's", such as Keywords which are not RI's, nor PLA's, nor AIG's/Collectives, then one should click on the "OTHER" Radio Button, since this will save one from having to click on any Checkboxes, because the Between the BTs CheckBox is chosen automatically and the other CheckBoxes are disabled.

    4.  Specifying the PLA.
    Decide which PLA this Profile is for.  Profiles are not evaluated for those PLAs that are not addressed within the "TO: "

and "INFO: " blocks of the Message.  One may need to enter the same Profile more than once, once for each PLA, if ones system receives messages for several different PLAs.

    5.  Special Handling Profiles.

    Decide whether this Profile will be a SPECIAL HANDLING Profile or not.  A SPECIAL HANDLING Profile is one in which this one profile will override all other profiles that would have  been satisfied by a particular message and will override any office codes specified by the Sender.  Usually the Highest ranking member of a particular PLA will want certain sensitive or confidential messages to be routed by the SPECIAL PROFILE system, in order to respect the privacy of individuals referred to within the message, such as Medical Lab Reports, Drug Test Results, or Psychiatric Evaluations.

    SPECIAL HANDLING profiles usually involve looking for two different search strings joined by an "AND".  The first search string is "PERSONAL FOR" and the second search string is something like "DRUG TEST" or "PSYCHIATRIC EVALUATION".

    SPECIAL HANDLING profiles are evaluated in Alphabetical order by the Profile's NAME, such that if there are two or more profiles that would have been satisfied by a particular message, only the FIRST satisfied profile will be used for dissemination--first based on the alphabetical order of the profile Name.  Therefore, NAME your profiles CAREFULLY, so that the very Highest priority special handling profiles begin with the letter "A" on down the alphabet to the lowest priority special handling profiles whose Names might begin with "Z".  The Name of profiles that are NOT Special Handling profiles is not important from a Routing perspective, but is still important from a readability and ease-of-comprehension or ease-of-classification perspective.

    A SPECIAL HANDLING Profile may not be an ALLMSG Profile.

An ALLMSG Profile may NOT be a SPECIAL HANDLING Profile.

    6.  "ALL MESSAGE" Profiles.

    Decide whether this profile will be an ALL MESSAGE Profile, in other words whether ALL messages coming in addressed to a particular PLA will satisfy this profile.  ALL MESSAGE Profiles in conjunction with Add Routing may be set up to route messages that come in for a Guarded PLA to a designated Custodian or Trustee, even though that individual is not actually a member of that PLA.  There is no need to fill in any more fields of the profile screen, once one has designated this profile as ALL MESSAGE, since a KeyWord is not going to be checked for.

This is a new approach!  Previously one had to specify a NONSENSE string of characters and then say "NOT Found" in this Message.  This approach required the profiler to scan the text of the message only to discover that the NONSENSE string was not found in the message, which is what one already knew.  Now we just designate "ALL MESSAGE" Profile and no scanning of Message Text is required.

    If previously entered ALL MESSAGE Profiles were entered using NONSENSE strings that did not include any of these substrings--

$$$, ###, @@@, or %%%--then one must go in and tag those profiles as "ALLMSG" profiles, by clicking on the "ALLMSG" CheckBox, otherwise the old slower method of scanning Narrative text for strings that would Never be found will continue to be used.

    7.  Specifying Keywords.

    If the Message is NOT an "ALL MESSAGE" Profile, then one must specify at least one KeyWord with which to search the message text.  This KeyWord may be:

EITHER an EXACT MATCH,

       in which case the "WHOLE" Radio Button must be chosen,

OR a SUBSTRING/WildCard MATCH,

       in which case the "STRING" Radio Button must be chosen.

A "WHOLE" KeyWord is one in which the Word OR "String of Words" is immediately preceded by and immediately followed by any of the following delimiters, which are considered EQUIVALENT to each other for profiling and among which the Profiler makes NO DISTINCTION:

       a. a Space (ASCII character 20)

       b. a Slash ("/")

       c. a Period or Decimal Point (".")

       d. a Comma (",")

       e. a Colon (":")

       f. a CarriageReturn (ASCII character 13)

       g. a LineFeed (ASCII character 10)

If one wants all messages "EXCEPT" those that contain a particular KeyWord either as a WHOLE Word or as a SUBSTRING/WildCard, then one must click on the "NOT" CheckBox alongside that particular KeyWord.

     8.  When to Use "AND" and "OR".

a. KeyWord-A AND KeyWord-B -- Message MUST contain BOTH Keywords.

b. KeyWord-A  OR KeyWord-B -- Matches if EITHER KeyWord is found.

c. "NOT KeyWord-A" AND KeyWord-B -- Message MUST NOT contain

   KeyWord-A AND it MUST contain KeyWord-B.

d. "NOT KeyWord-A" AND "NOT KeyWord-B" --

   Message MUST NOT contain KeyWord-A,

       AND ALSO NOT contain KeyWord-B.

e. "NOT KeyWord-A" OR "KeyWord-B" --

   Matches EITHER if the Message DOES NOT contain KeyWord-A,

               OR if the Message DOES contain KeyWord-B.

   This specification implies that you'd really prefer NOT to see

   any messages that contain KeyWord-A, e.g. "BUDGET", in them,

   BUT if there's a message that contains YOUR Name or YOUR

   Project Name in it, then you'll MAKE AN EXCEPTION to the NO

   "BUDGET" specification.

f. "NOT KeyWord-A" OR "NOT KeyWord-B" --

   Matches EITHER if KeyWord-A is NOT found within the Message,

               OR if KeyWord-B is NOT found within the Message.

   This final profile specification option is only useful in

   cases where the KeyWord-A and KeyWord-B USUALLY occur within

   the SAME message, and in which MOST of the messages coming in

   for this PLA contain these TWO KeyWords TOGETHER.  This

   profile will be satisfied, when EITHER KeyWord occurs without

   the expected occurrence of the OTHER KeyWord.  This type of

   profile is highly unlikely, and of questionable value, since

   if someone bothers to specify that he does not want to see

   KeyWord-A, then NOT finding KeyWord-B is usually NOT going to

   make finding KeyWord-A acceptable.  The profile is almost
   equivalent to an ALLMSG Profile, with the rare exception of

   excluding messages that contain BOTH Keyword-A AND Keyword-B.

      9.  Message Error Log. 


If a message(s) can not be loaded into MD from diskette an entry is made in the Message Error Log explaining why the message was rejected.  You should view this log after loading messages to see if any messages were rejected.

     10.  Additional Considerations Regarding Profiling.

     11.  Assign Distribution.

If you desire to assign the same Distribution to this Profile as that of an existing Profile, click on the Assign Distribution PushButton.  You will then be prompted with a list of Profile names to choose from.  Select the Profile name that has the Distribution you desire, by placing the cursor on it and pressing <Enter>, or Double-click on the Profile name with the Mouse.

 B.  Edit Profile.
     When "Edit Profile" is selected, you will receive a screen prompting you for the Type of profile (i.e Common or Special).  Once you have selected the Type, a screen will appear with a list of Profiles to select from.  Select the Profile to be edited from the list by placing the cursor on it and pressing <Enter> or Double-clicking on the entry with the Mouse.  You will then receive a screen with the current profile information which you may now edit.  Once you have made your changes, select <Save>

to update the Profile.

    C.  Delete Profile.

When "Delete Profile" is selected, you will receive a screen prompting you for the type of deletion (i.e. Mass or Singular).  After you make your selection, you will receive a screen prompting you for the type of Profile to be deleted (i.e. Common or Special).  Once you have selected the type, you will receive a screen with a list of Profiles to make your selection from.  These screens will vary depending on the type of deletion you selected.  If you selected 'Mass' deletion, the screen you will receive will have 2 sections.  The top section, Profile Names, is the list of Profiles in the System and the bottom section, Selected Items, is the list of Profiles you have selected to be deleted.  Select each Profile by placing the cursor on it and pressing <Enter> or double-clicking on the Profile name with the Mouse.  Each Profile you select will appear in the Selected Items portion of the screen.  Once you have made all your selections, place the cursor on <Delete> and press <Enter> or click on <Delete> with the Mouse.  If you selected 'Singular' deletion, the screen you will receive will be a list of Profiles in the System.  Select the Profile you wish to delete by placing the cursor on the Profile and pressing <Enter> or double-clicking on the Profile name with the Mouse.  You will then receive a screen displaying the information on the Profile you have selected to be deleted.  To delete this Profile place the cursor on <Delete> and press <Enter> or click on <Delete> with the Mouse.

    D.  Report to Screen.

Selecting this option will produce a report of the Profiles in the System to the screen.

    E.  List to Printer.

Selecting this option will produce a report of the Profiles in the System to the printer.


The following Profile samples are designed to assist you in understanding how the MD Profiler works:

SAMPLE 1


Sample 1 yields the following:  All messages which contain the acronym or substring 'DFAS' in the "FROM" (Originator) line will be disseminated to all Office Codes you Tagged and the Route Chains associated with those Office Codes.

[image: image48.wmf]
Figure 47.  Sample Profile #1

SAMPLE 2


Sample 2 yields the following:  All messages which contain the word 'DFAS' and NOT the name 'CLEVELAND' in the "FROM", "TO", or "INFO" lines would be disseminated to all those Office Codes you Tagged and all the Route Chains associated with those Office Codes.  Since the 'AND' condition was selected, BOTH of the conditions must be met in order for the MD Profiler to disseminate to the Office Codes attached to this Profile name. This profile will work better, if it is limited to either the

TO/INFO lines or to the FROM line, since the occurrence of 'CLEVELAND' in the "FROM" line will disqualify the message from matching the profile, even though there was a 'DFAS' in the TO/INFO lines that was NOT followed by the name 'CLEVELAND'.

[image: image49.wmf]
Figure 48.  Sample Profile #2

 SAMPLE 3


Sample 3 yields the following:  All messages which contain the name 'AIG 1234' OR the name 'AIG ONE TWO THREE FOUR' in the "FROM", "TO", or "INFO" lines would be disseminated to all those Office Codes you Tagged and all the Route Chains associated with those Office Codes.  Since the 'OR' condition was selected, only ONE of the two conditions must be met.
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Figure 49.  Sample Profile #3


SAMPLE 4

Sample 4 is an example of a SPECIAL HANDLING Profile and yields the following:  All messages which contain the phrase 'PERSONAL FOR' and also the phrase 'DRUG TEST' will be disseminated only to those Office Codes Tagged for this one Profile, but not the Route Chains associated with those Office Codes.
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Figure 50.  Sample Profile #4

SAMPLE 5


Sample 5 is an example of an "ALL MESSAGE" Profile.

Previously "ALL MESSAGE" Profiles were entered by specifying that a message must not contain a non-sense string of characters like '@??@!@!@!'.  Now one need only choose the ALLMSG Checkbox and the message will be disseminated to all Office Codes Tagged and the Route Chains associated with the Profile.


NOTE:  The ALLMSG Profile can be created for an individual who wants to receive a copy of every message that is entered into the System for a particular PLA.
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Figure 51.  Sample Profile #5

    21.  Shotgun Routing.

If all else fails and there is absolutely nothing that MD can find in the message to route on, then MD will queue to the Manual message Queue for you to manually route.  However, you may not be able to decide how a message should be routed based on the message text.  To accomplish a SHOTGUN route to a knowledgeable person, define an Office Code as 'SHOTGUN' with the desired Route Chain for these types of messages.  Whenever MD cannot find any other criteria to route a message to, it will look for this special Office Code in the Database.  If defined, the message will be automatically routed to the Codes in the Route Chain. 

     22.  Message Input.

Now that you have installed the software and set up the Databases, you are ready to begin operations.  Messages can be delivered to MD for processing in two ways.  The normal first step is via a PCMT generated diskette.  If traffic volume is large enough, then the Command might want to consider putting MDS on-line directly with a GateGuard.  The interface between GateGuard and MD is via the Kermit file transfer protocol over a null modem cable (modified RS-232).  If you have a GateGuard, refer to its operator manuals and technical notes for information on cable requirements and operational considerations.

       A.  Messages Via GateGuard.


As mentioned earlier, the physical interface from the GateGuard should be to a PC workstation that has access to the MD System.  With MD 4.1 multiple System Administrators can automatically and manually route messages at the same time.


From the System  Administrator Menu under "Work with Messages" select "Automatically Route Messages".  The built in Kermit interface will continuously monitor the specified COM port looking for data from the GateGuard if it is enabled.  When GateGuard has a message to send, it will be deposited in the \MDS\MSGIN or \MDU\MSGIN sub-directory and then be automatically disseminated.


Note:  Softerm can no longer be used with MD 3.0 and above.

      B.  Messages Via Diskette.


If your Command is not on-line with a GateGuard and you receive messages via a diskette formatted in accordance with NTP-3 Annex D instructions, then you must perform the following steps to disseminate them: 


From your Menu under "Work With Messages", select "Load Message(S) from Diskette(s)".  Follow the on-screen instructions and MD will read all message files in from the diskette and place them in the new message subdirectory \MDS\MSGIN or \MDU\MSGIN.  Load as many diskettes as you have.


From your Menu under "Work With Messages", select "Automatically Route Messages".  MD will look for any new files in the \MDS\MSGIN or \MDU\MSGIN subdirectory and perform Automatic dissemination.

  23.  MD Subdirectories.

       A.  MSGIN.
This subdirectory contains messages that are copied from diskette or received from GateGuard.

       B.  MSGCOM.

This subdirectory contains temporary work files for MD Users and if the cc:Mail interface is used the ccmail.und file.

       C.  DATA.
Files in this subdirectory include message Databases, Indexes and Memo files.

       D.  PRG. 


Files in this subdirectory include MD executables, batch files, and utilities.

